Monitoring — informacja dotyczaca przetwarzania danych osobowych

Zgodnie z art. 13 rozporzadzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony 0sob fizycznych
w zwigzku z przetwarzaniem danych osobowych i w sprawie swobodnego przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE (ogdlne
rozporzadzenie o ochronie danych) (Dz. Urz. UE. z dnia 04.05.2016 r. L 119/1), dalej jako ,,RODO” informujg, ze:

1. Administratorem danych osobowych jest Mlodziezowy dom Kultury im. Jaworzniakow
w Jaworznie tel. (32) 762-92-20.

2. Kontakt z Inspektorem Ochrony Danych w kazdej sprawie dotyczacej przetwarzania danych
osobowych jest mozliwy pod adresem e-mail musialmarta@ochronadanych.jaw.pl badz
telefonicznie 0 668 220 648.

3. Administrator przetwarza dane osobowe w celu zapewnienia bezpieczenstwa na terenie objetym
monitoringiem oraz dla ochrony mienia oraz w celu identyfikacji sprawcéw dziatan lub czynow
niepozadanych naruszajacych reguty zycia spotecznego.

4. Dane osobowe — Ww postaci monitoringu wizyjnego — przetwarzane beda w zwigzku
z wykonywaniem zadania realizowanego w interesie publicznym jakim jest zapewnienia
bezpieczenstwa osOb i mienia oraz ochrona zywotnych interesow osoby, ktérej dane dotycza,
lub innej osoby fizycznej na terenie monitorowanym na podstawie art. 6 ust. 1 lit. e ogdlnego
rozporzadzenia o ochronie danych osobowych z dnia 27 kwietnia 2016 r., zgodnie z przepisami
ustawy dnia 26 czerwca 1974 r. Kodeks pracy, art. 9a ustawy z dnia 8 marca 1990 r. o samorzadzie
gminnym oraz art. 108a ustawy z dnia 14 grudnia 2016 r. — Prawo o§wiatowe w brzmieniu nadanym
postanowieniami art. 154 ustawy z dnia 10 maja 2018 r. o ochronie danych osobowych.

5. Obszar objety monitoringiem to teren przynalezny wokol budynku, korytarze na parterze, I, 11
1 IIT pigtrze budynku; wejscie do foyer, sala widowiskowo-koncertowa. O stosowaniu monitoringu
wizyjnego informuja znaki graficzne z piktogramem kamery umieszczone bezposrednio
w miejscach zbierania danych (wizerunku), na drzwiach wejsciowych 1 w innych widocznych
miejscach.

6. Dane w systemie monitoringu (zapisy z monitoringu) przechowywane beda przez okres
14 dni, a w przypadku wystgpienia incydentu — do czasu wyjasnienia sprawy albo zakonczenia
odpowiednich postgpowan.

7. Osoba zarejestrowana przez system monitoringu ma prawo dostepu do danych osobowych,
prawo do usuniecia lub ograniczenia przetwarzania danych oraz prawo wniesienia skargi do organu
nadzorczego — Prezesa Urzedu Ochrony Danych Osobowych, jezeli przetwarzanie danych
osobowych narusza przepisy RODO.

8. Dane osobowe mogg by¢ udostepniane uprawnionym organom w zakresie prowadzonych przez
nie czynnosci prawnych np. policji, sgdom, prokuraturze. Uprawnione organy, ktéorym dane zostang
udostepnione, maja obowigzek przetwarzaé je zgodnie z zasadami ochrony danych osobowych
1 tylko w celu, w jakim dane im udostepniono.

9. Dane osobowe nie beda wykorzystywane do zautomatyzowanego podejmowania decyzji ani
do profilowania. System monitoringu nie posiada funkcji automatycznego rozpoznawania osoby.

10. Dane osobowe nie beda przekazywane do panstwa trzeciego/organizacji mi¢dzynarodowe;.

11. Podanie danych osobowych jest dobrowolne, ale niezbedne dla funkcjonowania monitoringu
1 realizacji powigzanego zadania w interesie publicznym. Przez podanie danych nalezy rozumieé
wejscie na obszar objety monitoringiem. Obszar objety monitoringiem jest oznaczony.
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